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Dear [Client], 

We have determined that an unauthorized third party obtained access to [insert type of data 
here] on [DATE]. Upon discovering the incident, Huber took immediate steps to secure its 
systems and mitigate the impact to your data and operations. Independent cybersecurity 
experts have been retained to assist the Huber team in dealing with the matter in accordance 
with industry best practices. 

Based on our investigation, the attack has been contained and Huber has found no evidence 
that Social Security numbers, bank account numbers, or debit card numbers were exposed and 
that there has been no financial loss to any customers as a result of the incident. Further, we 
have not found any evidence that the safety or security of any customer or other personal data 
has been compromised. OR Based on our analysis to date, this event affected approximately [#] 
clients and/or [#] individuals/records. As a result of this finding, we are taking immediate steps to 
help protect all of the individuals who may be at risk from this cyberattack. Communications will 
be issued shortly to that can be shared with your customers outlining these steps. 

Our number one priority is protecting you and your customers’ data. We take this matter very 
seriously and ask for your patience as we work to remedy the situation.  

For the latest information on this situation, please reach out to us directly at [phone] or [email].  

Sincerely, 

Huber & Associates  


